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	Reason for change:
	The NIDD Configuration Procedure in clause 5.13.2 indicates load control information sent from the HSS to the SCEF without details of what that information might be. 
The term “load control” can be associated sometimes with “congestion control”, but in the context of this clause, it is “rate control” that is intended, e.g., in line with an SLA or other business agreement.

Since the roaming case must also be covered, it must be considered that the IWK-SCEF may need to know the rate control information. It must also be considered that the MME/IWK-SCEF may choose to modify the DL rate control information based, e.g., on local conditions or policy. Therefore, it is most appropriate that this information arrive from the MME. Therefore, instead of the HSS giving the rate control information to the SCEF, the HSS provides it to the MME (as before), and the MME provides it to the SCEF (via the IWK-SCEF in the roaming case) at T6a connection establishment. 

A companion CR to 23.401 clause 4.7.7 provides details on how the UE and SCEF are provided with the rate control information.

	
	

	Summary of change:
	The load control parameter is removed from the NIDD Configuration Response message. Rate control information is added to the subscription data that the HSS sends to the MME. The MME sends that rate control information on the T6a connection setup to the SCEF (via the IWK-SCEF in the roaming case).
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************* Begin Changes ***************
5.13.1.2
T6a Connection Establishment Procedure
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Figure 5.13.1.2-1: T6a Connection Establishment Procedure

1.
UE performs steps 1-11 of the E-UTRAN Initial Attach procedure or step 1 of the UE requested PDN Connectivity procedure (see TS 23.401 [7]). The MME receives subscription information for a non-IP PDN connection to an APN that is associated with an "Invoke SCEF Selection" indicator, and SCEF ID. If the MSISDN is also associated with the user's subscription, then it is made available as User Identity to the MME by HSS. The rate control information may be included in the subscription information which indicates uplink and downlink limits on non-IP data transmission for the UE for the APN, e.g, the number of messages/octets per hour/day/week The MME uses the rate control information from the HSS and operator policy to determine the uplink and downlink rate control information to be used. The uplink rate control information is passed to the UE by the MME as part of the connection establishment procedure.
2.
If the subscription information corresponding to either the default APN for PDN type of "Non-IP" or the UE requested APN includes "Invoke SCEF Selection" indicator, then instead of step 12-16 of the E-UTRAN Initial Attach procedure (see TS 23.401 [7]) clause 5.3.2.1) or instead of step 2-6 of the UE requested PDN connectivity procedure (see TS 23.401 [7] clause 5.10.2), the MME shall create a PDN connection towards the SCEF and allocate an EPS Bearer Identity (EBI) (see TS 23.401 [7]) to that PDN connection. The MME does so by sending a Create SCEF Connection Request (User Identity, EPS Bearer Identity, APN, Rate Control Information) message towards the SCEF. If the IWK-SCEF receives the Create SCEF Connection Request message from the MME, it shall forward it toward the SCEF.
NOTE 1:
The combination of EPS Bearer Identity, APN, and User Identity allows the SCEF to uniquely identify the PDN connection to the SCEF for a given UE.

NOTE 2:
The details of T6a interactions are left to Stage 3.


If an SCS/AS has performed the NIDD Configuration procedure (see clause 5.13.2) with the SCEF for User Identity received in step 2, then step 3 is executed. If no SCS/AS has performed the NIDD Configuration procedure (see clause 5.13.2) with the SCEF for User Identity received in step 2, then the SCEF initiates NIDD Configuration procedure with a default SCS/AS configured in the SCEF. The SCEF does so by sending a NIDD Configuration Request (External Identifier or MSISDN, SCS/AS Reference ID) message to the SCS/AS. The SCS/AS sends a NIDD Configuration Response (External Identifier or MSISDN, SCS/AS Reference ID, Cause, Maximum Number of NIDD, NIDD Duration, NIDD Destination Address) message to the SCEF to complete the association of the UE identified by External Identifier or MSISDN to the SCS/AS.

3.
The SCEF creates an SCEF EPS Bearer Context (see clause 5.3.2) for the user identified via User Identity and EBI. The SCEF sends a Create SCEF Connection Response (User Identity, EPS Bearer Identity, SCEF ID, APN, NIDD Charging ID) message towards the MME confirming establishment of the PDN connection to the SCEF for the UE. If the IWK-SCEF receives the Create SCEF Connection Response message from the SCEF, it shall forward it toward the MME.

NOTE 3:
The details of T6a interactions are left to Stage 3.

************* Next Change ***************
5.13.2  
NIDD Configuration 

Figure 5.13.2-1 illustrates the procedure of configuring necessary information at the SCEF and HSS. The procedure can also be used for replacing and deleting configuration information.
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Figure 5.13.2-1: Configuration for NIDD procedure

NOTE 1:
The interactions with the SCS/AS (e.g. steps 1 and 6) are outside the scope of 3GPP and are shown for informative purposes only.

1.
The SCS/AS sends an NIDD Configuration Request (External Identifier or MSISDN, SCS/AS Identifier, SCS/AS Reference ID, Maximum Number of NIDD, NIDD Duration, NIDD Destination Address, SCS/AS Reference ID for Deletion) message to the SCEF.

NOTE 2: It is upto the SCS/AS to determine whether and if NIDD Duration can be set to never expire.

NOTE 3: The SCS/AS is expected to be configured to use the same SCEF as the one selected by the MME during the UE's attachment to the network. 

NOTE 4: It is recommended that the NIDD configuration procedure is performed by the SCS/AS prior to the UE's attachment to the network. 

NOTE 5:
A relative priority scheme for the treatment of multiple SCS/AS NIDD Configuration Requests, e.g. for deciding which requests to serve under overload condition, can be applied. This priority scheme is used locally by the SCEF, i.e. it is neither used nor translated in procedures towards other functions.
NOTE 6:
MT non-IP data from the SCS/AS can be contained in the NIDD Configuration Request message. The SCEF can send the MT non-IP data to the UE only after PDN connection to the SCEF is established as defined in clause 5.x.1.2. In such cases, upon completion of step 6, steps 2-7 from clause 5.x.3 are executed.

2.
The SCEF stores the External Identifier or MSISDN, SCS/AS Reference ID, SCS/AS Identifier, NIDD Destination Address, NIDD Duration, and Maximum Number of NIDD. If either the SCS/AS is not authorized to perform this request (e.g. based on policies, if the SLA does not allow for it) or the NIDD Configuration Request is malformed, the SCEF performs step 6 and provides a Cause value appropriately indicating the error. If the SCEF received an SCS/AS Reference ID for Deletion, then SCEF derives the related T6a connection to be released. Depending on the configuration, the SCEF may change the NIDD Duration.

3.
The SCEF sends an NIDD Authorization Request (External Identifier or MSISDN, , APN, SCEF ID) message to the HSS to authorize the NIDD configuration request for the received External Identifier or MSISDN, and to receive necessary information for NIDD such as load control etc, if required.
4. The HSS examines the NIDD Authorization Request message, e.g. with regard to the existence of External Identifier or MSIDSN. If this check fails, the HSS follows step 5 and provides a result indicating the reason for the failure condition to the SCEF.

5.
The HSS sends an NIDD Authorization Response (IMSI or MSISDN, Result) message to the SCEF to acknowledge acceptance of the NIDD Authorization Request. 
6.
The SCEF sends an NIDD Configuration Response (SCS/AS Reference ID, Cause) message to the SCS/AS to acknowledge acceptance of the NIDD Configuration Request and the deletion of the identified NIDD configuration, if it was requested.
************* End Changes ***************
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